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Aggie

Networked technology 
that aggregates posts 
from the Internet and 

enables incident tracking.

A place and team of 
people that track, 

verify, and escalate 
reports to partners in 

real time.

SMTC

 = People + Technology



What is the #WatchTheVoteATL 
Social Media Tracking Center?



Social Media Tracking Center (SMTC)
Dominican 
Republic Ghana



Timeline

On election day, pre-identified and tested media sources are 
streamed in real time to Aggie.

Aggie generates real-time reports and trend analysis at any 
mention of a keyword across media sources.

Trackers use Aggie to monitor election relevant social media 
reports and verify incidents that need action 

SMTC team escalates verified incidents to 
embedded representatives with election 
stakeholders

Prior to election, the SMTC lead organization builds 
relationship with key election stakeholders and may begin 
social media campaign

We are here



Aggie
Our tracking tool is a web-based 
platform and requires login 
credentials for access. 

Users viewing a real time stream of 
reports, can search and filter by 
keywords, source, or time.  

Trackers elevate reports of election 
irregularity, violence, etc to Aggie’s 
incident status to be checked for 
veracity and communicated to 
appropriate election stakeholders. 

Reports Page

Incidents Page 



SMTC Teams
Tracking Team  Veracity Team Escalation Team

• Read through and tag 
incoming reports as 
read/relevant

• Flag and assign reports 
requiring action to 
incidents

• Use additional reports, 
social media channels, 
or work with 
escalation team to 
verify incidents

• Support Veracity 
Team by reaching out 
to stakeholders if 
needed

• Once incidents have 
been verified alert 
election stakeholders



Reports from an SMTC



Example Reports
10:00 AM

• 42 incidents of election irregularity: polls not open 
on time, voting materials damaged from rain, 
verification machines broken, etc. 

• 1 incident relating to violence: It was an issue of 
tempers rising over a delay of voting at the polls.



Example Reports

1:00 PM
• We continue to see reports pertaining to voting logistics: voting 

begins late, voting materials are missing, verification machines 
reject voters, etc.

 
• We have also started tracking reports around double voting, stolen 

ballot boxes, and theft of other election devices. Many reports of 
ballot snatching have been falsified by our counterparts at CODEO 
and police headquarters.



Example Report
“Just before noon on the first day of elections on Friday, December 
7th, the SMTC picked up a report of chaos at a polling station that 
brought voting to a stop in the greater Accra area. To further verify, 
SMTC reported the incident to our embedded representative at Police 
Headquarters. The Police were unaware of the situation and began to 
investigate. Upon further investigation, our contact was able to further 
verify that chaos started once voters began to jump queues. Police 
alerted the National Elections Security Task Force (NESTF). NESTF sent 
a re-enforcement team to that particular polling station to restore order 
and the voting exercise continued peacefully.”



Tracking Team



Tracking Team Goals

1. Identify posts from the Internet 
that are relevant. 

2. Identify relevant posts that need 
further investigation and create 
an incident for the Veracity Team



What is a relevant report?

Related to Fulton 
County

Related to the 
election

Relevant



What to look for:

1. Voting Logistics
2. Election Irregularity
3. Electoral Misconduct
4. Results
5. Violence
6. Fraud

https://docs.google.com/document/d/15rl3psnHGZYaxXS7CCIwRhqvNMMcyFr54z5I0N8Gub8/edit?usp=sharing


Tracking Team Tips
● Tagging Reports as Relevant

○ If you are not sure a report is relevant, ask someone around you or 
a project team leader. If you are still unsure, mark as relevant.

○ Use the All Reports and Search Pages to search for keywords of 
interest - scanner, certification, etc.

● Incident Creation
○ If you are not sure an incident should be created, ask someone 

around you or a project team leader. If you are still unsure, go 
ahead and create the incident.

○ When you create an incident use an informative title and 
description

○ Keep as short/brief as possible
○ Use the Comments section of the incident to explain to the incident 

team why you created the incident. 
● Take breaks when you need to.



AI Tagging



Veracity Team



Veracity Team Goals

1. Use veracity strategies to verify 
incidents as true or false. 

2. Once verified, escalate incident.



Veracity Strategies



Veracity Team Tips

● Veracity Checking
○ take notes of every action or strategy taken 

in the comments section
● Communicate

○ If you feel stuck, reach out to veracity team 
or escalation team. 

● Take breaks when you need to



Demo



Hands-On Activity
● Tracking

○ Grab a batch of reports and mark as relevant / irrelevant. 
○ Create an incident a test incident for practice

■ or if you see a relevant report that needs investigation, 
create an incident from that report

■ add a comment in the comment section for why you 
created the incident

● Incident Investigation
○ Assign the incident to yourself
○ Add 2 additional reports to the incident
○ Add a comment about which reports you added and why
○ Change the veracity
○ Escalate the incident


